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BULLETIN DE SECURITE 

Titre  Vulnérabilité dans @react-router/node 

Numéro de Référence 59861301/26 

Date de Publication 13 Janvier 2026 

Risque          Important 

Impact      Important 
 

Systèmes affectés       

 @react-router/node versions 7.0.0 à 7.9.3 

 @remix-run/deno et @remix-run/node versions antérieures à 2.17.2 

Identificateurs externes 

 CVE-2025-61686,  

Bilan de la vulnérabilité    

 

Une vulnérabilité a été identifiée dans les versions susmentionnées de @react-router/node, 

ainsi que certaines versions antérieures de @remix-run/deno et @remix-run/node. 

L’exploitation de cette vulnérabilité peut permettre à un attaquant distant de provoquer un 

déni de service de l’application. 

  

Solution 

Veuillez se référer au bulletin de sécurité react-router du 09 Janvier 2026pour plus 

d’information. 

Risque    

 Déni de service ; 

Annexe    

 Bulletin de sécurité react-router du 09 Janvier 2026: 

 https://github.com/remix-run/react-router/security/advisories/GHSA-9583-h5hc-x8cw   
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