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Risque Important
Impact Important

Systemes affectés

e Microsoft SQL Server 2022 pour systemes x64 (CU 22) versions antérieures a
16.0.4230.2

e Microsoft SQL Server 2022 pour systemes x64 (GDR) versions antérieures a
16.0.1165.1

e Microsoft SQL Server 2025 pour systemes x64 (GDR) versions antérieures a
17.0.1050.2

Identificateurs externes
e CVE-2026-20803 ;

Bilan de la vulnérabilité

Une vulnérabilité a été corrigée dans les versions concernées de Microsoft SQL Ser-
ver. L’exploitation de cette faille permet a un attaquant de réussir une élévation de privi-
leges.

Solution

Veuillez se référer au bulletin de sécurité Microsoft du 13 Janvier 2026.
Risque

o Elévation de privileges ;

Annexe
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Bulletin de sécurité Microsoft du 13 Janvier 2026:

e https://msrc.microsoft.com/update-quide/fr-FR
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