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BULLETIN DE SECURITE 

 

Titre  Vulnérabilités affectant  le navigateur  Microsoft Edge  

Numéro de Référence 60152001/26 

Date de Publication 20 janvier 2026 

Risque          Important      

Impact      Important   

         

Systèmes affectés     
  

 Microsoft Edge versions antérieures à 144.0.3719.82 

 

Identificateurs externes 
 

CVE-2026-0899    CVE-2026-0900    CVE-2026-0901    CVE-2026-0902    CVE-2026-0903    

CVE-2026-0904    CVE-2026-0905    CVE-2026-0906    CVE-2026-0907    CVE-2026-0908    

CVE-2026-21223     

 

Bilan de la vulnérabilité    

 
Microsoft a publié une mise à jour de sécurité qui permet de corriger plusieurs  

vulnérabilités affectant le navigateur Microsoft Edge. L’exploitation de ces vulnérabilités peut 

permettre à un attaquant l’exécution de code arbitraire à distance, le contournement de mesures de 

sécurité ou le déni de service. 

 

 

 

Solution   
 

Veuillez se référer au bulletin de Microsoft afin d’installer les nouvelles mises à jour. 
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Risques    

 

 Exécution de code arbitraire à distance 

 Contournement de mesures de sécurité 

 Déni de service 

 

Références 
 

Bulletins de sécurité de Microsoft: 

 https://msrc.microsoft.com/update-guide/vulnerability/CVE-2026-0899  

 https://msrc.microsoft.com/update-guide/vulnerability/CVE-2026-0900  

 https://msrc.microsoft.com/update-guide/vulnerability/CVE-2026-0901  

 https://msrc.microsoft.com/update-guide/vulnerability/CVE-2026-0902  

 https://msrc.microsoft.com/update-guide/vulnerability/CVE-2026-0903  

 https://msrc.microsoft.com/update-guide/vulnerability/CVE-2026-0904  

 https://msrc.microsoft.com/update-guide/vulnerability/CVE-2026-0905  

 https://msrc.microsoft.com/update-guide/vulnerability/CVE-2026-0906  

 https://msrc.microsoft.com/update-guide/vulnerability/CVE-2026-0907  

 https://msrc.microsoft.com/update-guide/vulnerability/CVE-2026-0908  

 https://msrc.microsoft.com/update-guide/vulnerability/CVE-2026-21223  
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