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Systemes affectés

e Suricata versions 8.x antérieures a 8.0.3 ;
e Suricata versions antérieures a 7.0.14;

Identificateurs externes
o (CVE-2026-22258 CVE-2026-22259 CVE-2026-22260 CVE-2026-22261 ;
o (CVE-2026-22262 CVE-2026-22263 CVE-2026-22264 ;

Bilan de la vulnérabilité

Plusieurs vulnérabilités ont été corrigées dans les versions susmentionnées de Suricata.
L’exploitation réussit de ces failles permet a un attaquant de provoquer de sécurité et un
contournement de la politique de sécurité.

Solution

Veuillez se référer au bulletin de sécurité Suricata du 13 Janvier 2026.
Risque
+ Déni de service,
« Contournement de la politique de sécurité,
Annexe
Bulletin de sécurité Suricata du 13 Janvier 2026:
e https://suricata.io/2026/01/13/suricata-8-0-3-and-7-0-14-released/
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