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Risque Important

Impact Important

Systemes affectés

e Veeam Backup & Replication versions antérieures a 13.0.1.1071,
Identificateurs externes

o (CVE-2025-55125 CVE-2025-59468 CVE-2025-59469,

e CVE-2025-59470,
Bilan de la vulnérabilité

Plusieurs vulnérabilités ont été corrigées dans Veeam Backup & Replication. Un attaquant
peut exploiter ces failles afin d’exécuter du code arbitraire a distance, de porter atteinte a
I’intégrité des données et d’obtenir une élévation de privileges.

Solution
Veuillez se référer au bulletin de sécurité Veeam du 06 Janvier 2026 pour plus d’information.
Risque

e Exécution du code arbitraire,
e Elévation de privileges,
e Atteinte a I’intégrité des données,

Annexe
Bulletin de sécurité Veeam du 06 Janvier 2026:
e https://www.veeam.com/kb4792
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