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Risque Important
 Impact Important

Systemes affectes
e Microsoft SharePoint Enterprise Server 2016 versions antérieures a 16.0.5535.1000 ;
e Microsoft SharePoint Enterprise Server 2016 versions antérieures a 16.0.5535.1001 ;
e Microsoft SharePoint Server 2019 versions antérieures & 16.0.10417.20083 ;

e Microsoft SharePoint Server Subscription Edition versions antérieures a
16.0.19127.20442;

Identificateurs externes
e (CVE-2026-20943 CVE-2026-20947 CVE-2026-20948 CVE-2026-20963 ;
e (CVE-2026-20951 CVE-2026-20958 CVE-2026-20959 ;

Bilan de la vulnérabilité

Microsoft annonce la correction de plusieurs vulnérabilités affectant les produits Microsoft

susmentionnés. L’exploitation de ces vulnérabilités pourrait permettre a un attaquant

d’exécuter du code arbitraire a distance, de réussir une ¢élévation de privileges, de causer un

déni de service, une usurpation d’identité et de de contourner la politique de sécurité.
Solution

Veuillez se référer au bulletin de sécurité Microsoft du 13 Janvier 2026.
Risque

o Exécution du code arbitraire a distance

o Contournement de la politique de sécurité

o Elévation de priviléges

e Usurpation d’identité
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e Deéni de service
Annexe
Bulletin de sécurité Microsoft du 13 Janvier 2026:
e https://msrc.microsoft.com/update-guide/
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