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Risque Important

Impact Important

Systemes affectés

e Microsoft Edge versions antérieures a 145.0.3800.58

Identificateurs externes
e (CVE-2026-0102

Bilan de la vulnérabilité

Microsoft a publié une mise a jour de sécurité qui permet de corriger une vulnérabilité
affectant le navigateur Microsoft Edge. L’exploitation de cette vulnérabilité peut permettre a un
attaquant d’accéder a des données confidentielles.

Solution

Veuillez se référer au bulletin de Microsoft afin d’installer les nouvelles mises a jour.
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Risques
e Acces a des données confidentielles
Références

Bulletin de sécurité de Microsoft:

e https://msrc.microsoft.com/update-quide/vulnerability/CVE-2026-0102
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