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BULLETIN DE SECURITE 

 

Titre  Vulnérabilité affectant Jenkins  

Numéro de Référence 61281902/26/25 

Date de publication 19 février 2026 

Risque          Important      

Impact      Important   
         

Systèmes affectés   
 

 Jenkins weekly  versions antérieures à 2.551 

 Jenkins LTS versions antérieures à 2.541.2 

 

Identificateurs externes 

 

 CVE-2026-27100 

 

 

Bilan de la vulnérabilité    

 
Une vulnérabilité affectant les versions susmentionnées de Jenkins a été corrigée. L’exploitation de 

cette vulnérabilité peut permettre à un attaquant de provoquer  une attaque de type XSS stockée. 

 
 

 

 

Solution   
 

Veuillez se référer au bulletin de sécurité de Jenkins pour mettre à jour votre produit. 
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Risques 

 

 XSS stockée 

 

 

Références 
 

Bulletin de sécurité de Jenkins : 

 https://www.jenkins.io/security/advisory/2026-02-18/ 

 

https://www.jenkins.io/security/advisory/2026-02-18/

