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BULLETIN DE SECURITE 

 

Titre  Vulnérabilité critique affectant Gogs 

Numéro de Référence 60881002/26 

Date de publication 10 février 2026 

Risque          Critique      

Impact      Critique   
         

 

Systèmes affectés     
  

 Gogs version 0.13.3 et versions antérieures 

 

Identificateurs externes  

 

 CVE-2025-64111 CVE-2025-64175 CVE-2025-65852 CVE-2026-22592 

 CVE-2026-24135 CVE-2026-23632 CVE-2026-23633 

 

Bilan de la vulnérabilité    

 
Plusieurs vulnérabilités affectant les versions susmentionnées de la solution de gestion de dépôts 

Git auto-hébergée « Gogs » ont été corrigées. Une de ces vulnérabilités identifiée par « CVE-2025-

64111» est critique. L’exploitation de ces vulnérabilités peut permettre à un attaquant d’exécuter du 

code à distance, d’accéder à des informations confidentielles ou de contourner les mesures de 

sécurité. 

 

 

 

Solution   
 

Veuillez se référer aux bulletins de sécurité de Gogs afin d’installer les nouvelles mises à jour. 
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Risque    

 

 Accès à des informations confidentielles 

 Exécution de code à distance 

 Contournement de mesures de sécurité 

 

 

 Référence  
 

Bulletins de sécurité de Gogs 

 https://github.com/gogs/gogs/security/advisories/GHSA-gg64-xxr9-qhjp 

 https://github.com/gogs/gogs/security/advisories/GHSA-p6x6-9mx6-26wj 

 https://github.com/gogs/gogs/security/advisories/GHSA-rjv5-9px2-fqw6 

 https://github.com/gogs/gogs/security/advisories/GHSA-cr88-6mqm-4g57 

 https://github.com/gogs/gogs/security/advisories/GHSA-jp7c-wj6q-3qf2 

 https://github.com/gogs/gogs/security/advisories/GHSA-5qhx-gwfj-6jqr 

 https://github.com/gogs/gogs/security/advisories/GHSA-mrph-w4hh-gx3g 
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