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BULLETIN DE SECURITE 

Titre  Vulnérabilités critiques dans N8n  

Numéro de Référence 60770502/26 

Date de Publication 05 Février 2026 

Risque          Critique 

Impact      Critique 

         

Systèmes affectés       

 n8n 1.x versions antérieures à 1.123.18 ; 

 n8n 2.x versions antérieures à 2.5.2 ; 

Identificateurs externes 

 CVE-2026-25049; CVE-2026-21893; CVE-2026-25115;  
 CVE-2026-25056; CVE-2026-25053; CVE-2026-25052.    
  

Bilan de la vulnérabilité    

 Plusieurs vulnérabilités critiques ont été corrigées dans n8n. L’exploitation de ces 

failles peut permettre à un attaquant d’exécuter des commandes système arbitraires et de 

contourner les contrôles d’accès internes. 

Solution   : 

Veuillez se référer au bulletin de sécurité N8n  du 04 Février 2026 pour plus d’infirmation. 

Risque   : 

• Exécution des commandes arbitraire, 

• Contournement de la politique de sécurité, 

Annexe    

Bulletin de sécurité N8n  du 04 Février 2026 :  

 https://github.com/n8n-io/n8n/security/advisories/GHSA-gfvg-qv54-r4pc  

 https://github.com/n8n-io/n8n/security/advisories/GHSA-6cqr-8cfr-67f8  

 https://github.com/n8n-io/n8n/security/advisories/GHSA-7c4h-vh2m-743m  
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 https://github.com/n8n-io/n8n/security/advisories/GHSA-hv53-3329-vmrm  

 https://github.com/n8n-io/n8n/security/advisories/GHSA-9g95-qf3f-ggrw  

 https://github.com/n8n-io/n8n/security/advisories/GHSA-8398-gmmx-564h   
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