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Risque Important

Impact Important

Systemes affectés

e ASUS Business Manager versions antérieures a 3.0.37.0;
Identificateurs externes

o CVE-2025-13348;
Bilan de la vulnérabilité

Une vulnérabilité a été corrigée dans ASUS Business Manager. L’exploitation de
cette faille pourrait permettre a un attaquant de contournement les restrictions de sécurité et
de porter atteinte a I’intégrité des données sur le systéme ciblé.
Solution

Veuillez se référer au bulletin de sécurité ASUS du 02 Février 2026 pour plus d’information.
Risque

e Atteinte a I’intégrité des données ;

e Contournement de la politique de sécurité.
Annexe

Bulletins de sécurité ASUS du 02 Février 2026:

e https://www.asus.com/security-advisory/
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