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Risque Critique

Impact Critique

Systemes affectés
e Rapid7 InsightVM versions antérieures a 8.34.0,
Identificateurs externes
e CVE-2026-1568,
Bilan de la vulnérabilité
Une vulnérabilité critique a été corrigée dans les versions susmentionnées de Rapid7
InsightVM. Une exploitation réussie permettrait a un attaquant d’accéder illégitimement a

des comptes InsightVM et d’en prendre le controle, ce qui impact directement la
confidentialité et I’intégrité des données.

Solution
Veuillez se référer au bulletin de sécurité Rapid7 du 03 Février 2026 pour plus
d’infirmation.
Risque

+ Atteinte a la confidentialité des données,
 Atteinte a I’intégrité des données,
Annexe
Bulletin de sécurité Rapid7 du 03 Février 2026:

e https://qgithub.com/advisories/GHSA-grpw-3agxf-rr2p
e hittps://docs.rapid7.com/insight/command-platform-release-notes/
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