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Risque Critique

Impact Critique

Systemes affectés

e MojoPortal CMS version antérieure a v2.9.0.1 ;
Identificateurs externes

e CVE-2025-69770;
Bilan de la vulnérabilité

Une vulnérabilité a été corrigée dans le CMS MojoPortal. Un attaquant peut exploiter
cette faille en téléversant une archive ZIP malformée, ce qui peut conduire a I’exécution de
commandes arbitraires sur le serveur.

Solution
Veuillez se référer au bulletin de sécurité MojoPortal pour plus d’information.
Risque
» Exécution des commandes arbitraires a distance ;
Annexe
Bulletin de sécurité MojoPortal:
e https://www.mojoportal.com/mojoportal-2-9-1
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