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BULLETIN DE SECURITE 

 

Titre  Vulnérabilités affectant des  Splunk  SOAR 

Numéro de Référence 60750502/26 

Date de Publication 05 février 2026 

Risque          Important      

Impact      Critique 

         

 

Systèmes affectés     
  

 Splunk SOAR  versions antérieures à 7.1.0 

 

Identificateurs externes 
 

 CVE-2024-47081   CVE-2025-32873   CVE-2025-47287   CVE-2025-57810    

 CVE-2025-5889     CVE-2025-8713     CVE-2025-8714     CVE-2025-8715    

 CVE-2025-9287     CVE-2025-9288    

 

Bilan de la vulnérabilité    

 
Splunk annonce la  correction  de plusieurs vulnérabilités affectant les versions                

susmentionnées de son produit Splunk SOAR. L’exploitation de ces vulnérabilités peut permettre à 

un   attaquant distant d’accéder à des données confidentielles, de contourner des mesures de sécurité, 

d’élever des privilèges ou de causer un déni de service. 

 

 

Solution   
 

Veuillez se référer au bulletin de sécurité de l'éditeur pour l'obtention du correctif. 
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Risque    

 

 Accès à des données confidentielles 

 Contournement de mesures de sécurité 

 Déni de service 

 

 Références 

 

Bulletin de sécurité de Splunk : 

 https://advisory.splunk.com/advisories/SVD-2026-0201 

 

https://advisory.splunk.com/advisories/SVD-2026-0201

