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BULLETIN DE SECURITE 

 

Titre  Vulnérabilités affectant le noyau d’Ubuntu 

Numéro de Référence 60560202/26 

Date de publication 02 Février 2026 

Risque          Important      

Impact      Important   
         

 

Systèmes affectés     
  

 Ubuntu 14.04 LTS 

 Ubuntu 16.04 LTS 

 Ubuntu 18.04 LTS 

 Ubuntu 20.04 LTS 

 

Identificateurs externes  
 

CVE-2021-47485    CVE-2022-48986    CVE-2022-49698    CVE-2024-26689    CVE-2024-27078    

CVE-2024-49959    CVE-2024-50195    CVE-2024-53164    CVE-2024-53197    CVE-2024-56606    

CVE-2024-56756    CVE-2024-57850    CVE-2025-21726    CVE-2025-38352    CVE-2025-39993    

CVE-2025-40019     

 

 

 

 

Bilan de la vulnérabilité    

 
Ubuntu annonce la disponibilité de mises à jour permettant de corriger plusieurs vulnérabilités 

affectant le noyau de ses produits susmentionnés. L’exploitation de ces vulnérabilités peut permettre 

à un attaquant d’accéder à des données confidentielles, d’exécuter du code à distance, d’élever ses 

privilèges, de contourner des mesures de sécurité ou de causer un déni de service. 
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Solution   
 

Veuillez se référer aux bulletins de sécurité d’Ubuntu afin d’installer les nouvelles mises à jour. 

 

 

 

Risque    

 

 Contournement de mesures de sécurité 

 Elévation de privilèges 

 Exécution de code à distance 

 Accès à des données confidentielles 

 Déni de service 

 

 

 Référence  
 

Bulletins de sécurité d’Ubuntu: 

 https://ubuntu.com/security/notices/USN-7986-1  

 https://ubuntu.com/security/notices/USN-7987-1  

 https://ubuntu.com/security/notices/USN-7987-2  

 https://ubuntu.com/security/notices/USN-7988-1  

 https://ubuntu.com/security/notices/USN-7988-2  

 https://ubuntu.com/security/notices/USN-7990-1  

 https://ubuntu.com/security/notices/USN-7990-2  
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