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Risque Important
Impact Important

Systemes affectés

antérieures

Identificateurs externes

Adobe Audition 25.3 et versions antérieures

Adobe After Effects 25.6 et versions antérieures

Adobe InDesign ID21.1 et versions antérieures

Adobe InDesign 1D20.5.1 et versions antérieures

Adobe Substance 3D Designer 15.1.0 et versions antérieures
Adobe Substance 3D Stager 3.1.6 et versions antérieures
Adobe Bridge 15.1.3 (LTS) et versions antérieures

Adobe Bridge 16.0.
Adobe Substance 3D Modeler 1.22.5 et versions antérieures

Lightroom Classic 15.1 et versions antérieures

Adobe DNG Software Development Kit (SDK) DNG SDK 1.7.1 build 2410 et versions

1 et versions antérieures

CVE-2026-21334, CVE-2026-21335, CVE-2026-21336, CVE-2026-21337, CVE-2026-21338,
CVE-2026-21339, CVE-2026-21340, CVE-2026-21332, CVE-2026-21357, CVE-2026-21358,
CVE-2026-21320, CVE-2026-21321, CVE-2026-21322, CVE-2026-21323, CVE-2026-21324,
CVE-2026-21325, CVE-2026-21326, CVE-2026-21327, CVE-2026-21328, CVE-2026-21329,
CVE-2026-21330, CVE-2026-21318, CVE-2026-21350, CVE-2026-21351, CVE-2026-213109,
CVE-2026-21316, CVE-2026-21312, CVE-2026-21313, CVE-2026-21314, CVE-2026-21315,
CVE-2026-21317, CVE-2026-21346, CVE-2026-21347, CVE-2026-21348, CVE-2026-21349,
CVE-2026-21352, CVE-2026-21353, CVE-2026-21354, CVE-2026-21355
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Bilan de la vulnérabilité
Adobe a publié des mises a jour de sécurité qui permettent de corriger plusieurs
vulnérabilités affectant ses produits susmentionnés. L’exploitation de ces vulnérabilités peut

permettre a un attaquant d’exécuter du code a distance, d’accéder a des données confidentielles ou
de causer un déni de service.

Solution

Veuillez se référer aux bulletins de sécurité d’ Adobe pour l'obtention des correctifs.

Risques

e Exécution de code a distance
e Acces a des informations confidentielles
e Déni de service

Références

Bulletins de sécurité d’Adobe:
e https://helpx.adobe.com/security/products/audition/apsb26-14.html

e https://helpx.adobe.com/security/products/after effects/apsb26-15.html

e https://helpx.adobe.com/security/products/indesign/apsb26-17.html

e https://helpx.adobe.com/security/products/substance3d designer/apsh26-19.html

e https://helpx.adobe.com/security/products/substance3d stager/apsbh26-20.html

e https://helpx.adobe.com/security/products/bridge/apsh26-21.html

e https://helpx.adobe.com/security/products/substance3d-modeler/apsh26-22.html

e https://helpx.adobe.com/security/products/lightroom/apsb26-06.html

e https://helpx.adobe.com/security/products/dng-sdk/apsbh26-23.html
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