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Risque Important

Impact Important

Systemes affectes

e GnuTLS versions antérieures a 3.8.12 ;

Identificateurs externes

e CVE-2025-14831, CVE-2026-1584;

Bilan de la vulnérabilité

Deux vulnérabilités ont été corrigées dans les versions susmentionnées de GnuTLS. L'ex-
ploitation réussie de ces failles pourrait permettre a un attaquant de causer un déni de service

a distance.
Solution

Veuillez se référer au bulletin de sécurité GnuTLS du 09 Février 2026 pour plus

d’information.
Risque
« Déni de service ;

Annexe

Bulletin de sécurité GnuTLS du 09 Février 2026:
e https://www.qgnutls.orag/security-new.html
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